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Our mission

“SSI for Germany” is a cross-industry initiative for a new way to identify
individuals, legal entities and things.

SSl stands for Self Sovereign Identity —in German: “selbstbestimmte Identitat”

Our objective is to establish an ecosystem for self-sovereign identities in Europe
based on a common DLT (aka Blockchain) network (IDunion).

Our solution is built on open source technology (Hyperledger Aries and
Hyperledger Indy) and we cooperating with partners worldwide.




Introduction to Self-sovereign identity

Traditional identity management Self-sovereign identity management

Third parties manage identity data on behalf of Individuals/subjects manage their identity data
individuals/subjects — limited control over identity themselves — full control over identity

Alice Local

Bob community

Business i Business
Government Family

agencies

. . - Emplover Govern-
Identity providers POy ment

Businesses
Finance Health-
care

Education
Insurance




The evolution of identity

Self Sovereign Identity solutions could solve traditional identity management problems

siloed federated user-centric self-sovereign

Convenient usage
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Identity data (credentials) are
stored with users, users are free
to choose and can change
source of storage

Possible storage at
mobile phone, desktop,
cloud, 10T device,
agency...

Uncorrelated, pairwise DIDs
connecting users and
companies with each other
and are stored in digital wallets

Client wallet =
control center
and stores
private keys

Instead of a central authority, trust is organized via a DLT network which
works as a decentralized PKI system

Public key
% Address

() Revoke DLT network
works as a
decentralized
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no private
information is
stored on
ledger




Standardization

Major international standardisation organisations are currently working to set the standards

Architectural components Organization

EBSI / ESSIF

Technical & Governance stack

VC - Verified Credentials
DID - Decentralized |dentifier

DIDcomm

Technical

DID Auth

DKMS - Decentralised key mgnt.system




German innovation competiton

Schaufenster Digitale Identitaten

% Bundesministerium
fur Wirtschaft
« und Technologie

The "SSI for Germany" initiative is funded by the federal
ministry for economic affairs of Germany as part of an SS|4DE
innovation competition for identities.
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Use cases in various industries

Mobility, Transport & Automotive Healthcare & Chemicals

Sharing economy ; Electronic health card
Smart access/ Smart locks cars Sharing medical records/ patient file
Digital driver license Telemedicine
Smart mobility check-in Vaccination certificates
IOT identities Covid19 pass
Electronic recipes

Consumer & Retail, Media, Telco eGovernment _
Single sign-on » OZG (Onlinedienstezugangsgesetz)
Smart checkout in eCommerce elD on Smartphone
Proof of age Public proofs
Loyalty and bonus cards Pulic records .
2-Factor-Authentification 2-Factor-Authentification
Hotline Identification

Banks & Insurances, Retail Industrials, Infrastructure, Utilities

> Single Sign-on > Employee identity card

> KYC data sharing Smart access / entry into buildings or events

> Electronic signatures/seales Smart hotel bookings

> Credit worthiness certificates Digital twins/IOT identities

» 2-Factor-Authentification Supplier onboarding and master data
management




Our target is to establish an identity ecosystem in Europe (Idunion)

IDunion DLT-Network

Registration offices

Other IDPs
Open Source Open Source Open Source

Framework Framework Framework
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Identity Service Provider
* Banks, Telcos

« elD Service Provider

* Video Ident Provider

Other Issues

Credit Bureau

Insurances

Payment Provider

—SOftware Pu)tl)Iic transport Den i RIS
Loyality Services - .
oto. : - "ﬁ‘ Governance
! % European Cooperative

Open for all European intitutions
Fixed set of rules

Connector L Implementing W3C/DIF standards
» OpenlD connect

« LDAP, SUML —_——

= i Open Source framework
Native Single Sign-on Vs anli “ :
+ DID Auth . - '

Service Provider




Lissi identity management software

Lissi identity management software consists of two software components ,Lissi Institutional
Agent" and ,Lissi Mobile Wallet" ready to start with your first use case.

Lissi Institutional Agent Lissi Mobile Wallet
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Test the Lissi Mobile Wallet

Get the app: All identity data stored in
the place of the consumer’s choice.
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Our website: www.lissi.id

@J)[issi ForUsers  Forinsttutions  Aboutus  Becomeourpartner  Jobs

The new solution

for identities

Digital. Decentralized and
Self-sovereign.




Further questions?
We would love to cooperate!

B.Buetow@verband.creditreform.de




